


Thank you for 
joining us today!
• This session is being 

recorded for replay 
• Listen-only mode during 

the presentation
• Ask questions!  Please submit 

questions via the chat



Amol Joshi
Partner Enterprise Services, CrucialLogics

Speaker

v

Amol is a senior security executive with over 16 years of 
experience in leading and executing complex IT transformations 
and security programs. He’s a firm believer in achieving security 
through standardization, avoiding complexity and that security be 
achieved using native, easy-to-use technologies. Amol 
approaches business challenges in a detail-oriented way and 
demonstrates quantifiable results throughout the course of highly 
technical and complex engagements.



Secrets to SaaS: What is the 
importance of cloud backup?
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Moving to The Cloud is no longer an 
option – Google & Microsoft is pushing 
you there



Microsoft’s recommendations : What are they?

https://www.microsoft.com/en-ca/servicesagreement





SaaS Data 
is at Risk



ABERDEEN: “SAAS DATA LOSS: THE PROBLEM YOU DIDN’T KNOW YOU HAD” 

1 IN 3
COMPANIES USING 
SAAS LOSE DATA 



13%
OF DATA LOSS IS 
CAUSED BY
HACKERS AND VIRUSES



47%
OF DATA LOSS 
IS CAUSED BY
END-USER DELETIONS



7%
OF DATA LOSS 
IS CAUSED BY
MALICIOUS DELETIONS



Pandemic Impact:



Why MSPs & End Clients 
need to Backup Google 

and M365
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SaaS Shared Responsibility Model

Google | Microsoft



Microsoft does not protect you from data loss due 
to app outages

From their SLA:
We strive to keep the Services up and running; however, all online services 
suffer occasional disruptions and outages, and Microsoft is not liable for any 
disruption or loss you may suffer as a result. In the event of an outage, you 
may not be able to retrieve Your Content or Data that you’ve stored. 

We recommend that you regularly backup Your Content 
and Data that you store on the Services or store using 
Third-Party Apps and Services.



From their SLA:
Microsoft will retain Customer Data that remains stored in Online Services in a limited 
function account for 90 days after expiration or termination of Customer’s subscription 
so that Customer may extract the data. After the 90-day retention period ends, 
Microsoft will disable Customer’s account and delete the Customer Data and Personal 
Data within an additional 90 days, unless Microsoft is permitted or required by 
applicable law to retain such data or authorized in this agreement.

Microsoft has no liability for the deletion of Customer Data or 
Personal Data as described in this section.

Microsoft does not protect you from data loss due 
to deprovisioned user accounts



Datto SAAS Protection 
Demo



! & ? 
! & ?
! & ?Questions?

To ask our speakers a question, 
type your question into the Chat 
located in the bottom right 
portion of the screen.



Thank you 
for joining us today.

Amol Joshi
CrucialLogics

Amol.Joshi@cruciallogics.com


